	SIPRNET ACCESS REQUEST



	Personal Information
	Priority of Request:       Routine        Urgent
	* If Urgent, please explain why in Comments section..

	Name:  (Last, First, MI)

 Print:
	Rank/Grade:


	Title:



	Address/Building Number:


	City:


	State:
	Zip Code:
	Country:

	Company:


	Department:
	Office:

	Security Clearance:


	Verified By:  (CMCC Personnel Only)

    Access Roster:    Mil ___   Civ ___   Visitor ___               Date _________________   


    Verbal granted by:  ________________________             Initials _______________

	Type of Request:                   Add New Account                Remove Account                Modify Account

                                                           

                                               Temporary Expiration Date:________________________ (User must notify of new code on expiration) 

	Work Phone/Fax Number:


	Please write all comments on reverse side of page.

	ISSO
	Signature:  (Information Systems Security Officer/Coordinator (ISSO/ISSC)


	Date:



	Director/

Supervisor
	Signature:  (Director/Supervisor or Project Leader)      Code:               Phone #:


	Date:



	Notification
	Name and Phone to notify when action complete       (if other than user)


	Date contacted:



	A/ISSM
	Signature:


	Access Granted

Access Denied
	Date:



	USER RESPONSIBILITY AGREEMENT

As a SIPRNET user, I understand I am responsible and accountable for following all requirements of this agreement.  I am solely responsible for all access and actions carried out under my user identification and password.  As part of my responsibilities, I agree that:

1. USE OF ANY DOD INTEREST COMPUTER SYSTEM CONSTITUTES A CONSENT TO MONITORING AT ALL TIMES.  I UNDERSTAND THAT THE COMMAND ISSM HAS THE RIGHT TO REVOKE MY ACCESS AND INSPECT ALL FILES WHICH I CREATE IAW THE NATIONAL TELECOMMUNICATIONS AND INFORMATION SYSTEMS SECURITY DIRECTIVE (NTISSD) 600, “COMMUNICATIONS SECURITY (COMSEC) MONITORING”.  FAILURE TO ADHERE TO THESE RULES WILL RESULT IN IMMEDIATE SUSPENSION OF YOUR ACCOUNT.________(User Initials)

2. The SIPRNET is a SECRET, system high, United States only network.  Therefore, I will protect my password as SECRET.__________(User Initials)
3. I will not disclose my password to anyone, write it down, or transmit it electronically.______(User Initials)
4. I will not give my password to anyone else due to reassignment, transfer or termination._____(User Initials)

5. I will limit the use of the SIPRNET to official government business.________(User Initials)

6. I will notify the ISSM immediately of computer security incidents.________(User Initials)

7. I will not enter, display or process classified data where visible to unauthorized personnel._____(User Initials)

8. I will not circumvent security requirements to obtain unauthorized access._________(User Initials)

9. I will report any changes in my status to the ISSM (ie, transfer, change in requirements for “Need to Know”, or removal of security access)._________(User Initials)

USER SIGNATURE:____________________________________       DATE:_____________________

Added  _______             Notified _________                Modified  ________               Deleted  _______

 


